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Be Informed
∙ never click on suspicious links, or open attachments from unknown            
  email sources
∙ never share your security details, PIN or full online banking details.   
  Your bank would never ask you to disclose these!

Be Alert
∙ to random or unexpected emails, calls or texts about your banking or   
  finances. Always double check they are who they say they are! 

Be Secure
∙ never use public wi-fi for online banking. Use a 3G/4G connection 
∙ always check for the 'S' in https when using websites, especially
  when shopping online
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